
Deura Information Security Consulting Privacy Policy 

1. Introduction 

We at DISC InfoSec are committed to protecting your privacy. This Privacy Policy 

outlines how we collect, use, disclose, and safeguard your information when you visit 

our website www.DeuraInfoSec.com, use our services, or interact with us in other ways. 

2. Information We Collect 

 Personal Data: We may collect personally identifiable information, such as your name, 

email address, and other contact details. 

 Usage Data: We may collect information on how our services are accessed and used, 

including your IP address, browser type, and pages visited. 

3. Use of Your Information 

We may use the collected data for various purposes: 

 To provide and maintain our services 

 To notify you about changes to our services 

 To allow you to participate in interactive features of our services 

 To provide customer support 

 To gather analysis or valuable information to improve our services 

 To monitor the usage of our services 

 To detect, prevent, and address technical issues 

4. Disclosure of Your Information 

We may share your information in the following situations: 

 With Service Providers: We do not share your information with third-party service 

providers to perform services on our behalf. 

 For Business Transfers: We may share or transfer your information in connection with, 

or during negotiations of, any merger, sale of company assets, financing, or acquisition 

of all or a portion of our business to another company. 

 With Affiliates: We may share your information with our affiliates, in which case we will 

require those affiliates to honor this Privacy Policy. 



 With Your Consent: We may disclose your personal information for any other purpose 

with your consent. 

5. Data Security 

We use administrative, technical, and physical security measures to help protect your 

personal information. While we have taken reasonable steps to secure the personal 

information you provide to us, please be aware that despite our efforts, no security 

measures are perfect or impenetrable, and no method of data transmission can be 

guaranteed against any interception or other type of misuse. 

6. Your Data Protection Rights 

Depending on your location, you may have the following rights regarding your personal 

data: 

 The right to access – You have the right to request copies of your personal data. 

 The right to rectification – You have the right to request that we correct any information 

you believe is inaccurate or complete information you believe 

 


